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The challenge

There is little doubt that organizations today must protect their IT infrastruc-

ture from malicious threats to their corporate and customer data. With more 

information moving in and out of networks from a variety of sources, the risk 

of infection from malicious software (malware) is higher than ever before.

Malware attacks have become increasingly damaging, resulting in reduced 

productivity, loss of confidential information, strained IT resources, lost cus-

tomers and lower revenue.

The Solution: Advanced Endpoint Security Manage-
ment Made Easy

With Norman Endpoint Protection, you have the freedom to focus on grow-

ing your business while having confidence in your internet security. Award-

winning Norman security technology constantly protects laptops, desktops 

and servers against the latest malware, viruses and spyware.

Key features and benefits

Multilevel architecture - NEW! 

The new Norman Endpoint Manager is extremely cost effective and now 

supports a multilevel architecture that delivers a new level of administrative 

ease-of-use. Security policies may be set and managed centrally across 

multiple sites ensuring rapid security updates and effective local control.

Norman Intrusion Guard - NEW!

Real time protection prevents unauthorized programs from taking control of 

the PC’s. Protects against spyware, injection attempts, rootkits, deceptive 

applications and cyber attacks.

Easy to install, deploy and operate - Norman Endpoint Protection 

installs in minutes and its intuitive user interface shows you automatically all 

clients and servers in your network. Deploy protection to selected comput-

ers, and they will be kept updated and stay secure while reporting status to 

the included Endpoint Manager console application.

Intuitive GUI - Operating the Norman Endpoint Manager is made easy 

through logical, drag-and-drop actions for group handling and security 

policy management. Mid-level management consoles at remote locations 

like branch offices can be promoted logically, and branch office clients can 

easily be assigned to groups and updated and managed by the mid-level 

manager.

Enterprise

NORMAN SANDBOX® is 
a revolutionary way to detect 
new and unknown malware in 
a proactive way.

Norman DNA matching, 
a new proactive technology and 
method for identifying the viral 
profile of all kinds of  
malicious programs.

Norman Exploit 
Detection is a technology 
for detecting malware exploit-
ing vulnerabilities in widely used 
document types.

Product highlights

•	 Easy endpoint management provides 
security status at a glance

•	 Discovers new and unknown clients in 
your network

•	 Policy based management – made easy

•	 Advanced, proactive security protects 
against unseen threats



Norman ASA is a world leading company within the field of data security, internet protection and analysis tools. Through its 
SandBox technology Norman offers a unique and proactive protection unlike any other competitor. While focusing on its proactive 
antivirus technology, the company has formed alliances which enable Norman to offer a complete range of data security services. 

Norman was established in 1984 and is headquartered in Norway with continental Europe, UK and US as its main markets.

www.norman.com	 Norman SandBox® US Patent Number 7,356,736

System requirements for 
Endpoint Manager and Clients:

•	 Win 2003 32-bit sp1 and r2

•	 Win 2003 64 -bit

•	 Win Xp 32 -bit sp3

•	 Win Xp 64- bit

•	 Win Vista 32-bit sp1

•	 Win Vista 64 -bit

•	 Win 7 32-bit

•	 Win 7 64-bit

•	 Win 2008 32 -bit

Client support only/AV support only:

•	 Win 2000 32-bit SP4 Rollup 1 

•	 SUSE Linux Ent Server 10.2 32/64-bit

•	 OpenSUSE 11.3, 32/64-bit

•	 Ubuntu 8.04, 32/64-bit

•	 Debian 5.06, 32/64-bit Win 2008 64 -bit

Intrusion Guard is not supported on server 
OS (Win 2003/Win2008) or Linux.

Scalable solution - Norman Endpoint Protection may be implemented at 

the smallest remote locations, yet scales cost effectively across the largest 

enterprise networks.

Protection - Norman Endpoint Protection comes with industry-leading 

Norman SandBox® and DNA Matching technologies. These advanced, 

award-winning, proactive security technologies protect against new and un-

known malware and other persistent threats, keeping your endpoints safe. 

Silent clients - As an option you can decide to leave the client security 

“silent”. This powerful functionality allows certain configurations, such as POS 

terminals in retail or other public desktops to remain free from security inter-

ruptions – while at the same time remaining fully secure. 

Product highlights

»» Easy endpoint management provides security status at a glance

»» Easy to install, deploy and operate

»» Advanced, proactive security protects against unseen threats

»» Contains award-winning Norman SandBox® technology

»» High performance architecture and small system footprint and low  

resource usage

»» Endpoint malware protection secures laptops, desktops and servers

»» Blocks and removes viruses, worms, trojans and other malware

»» Antispyware protects against keyloggers, hijackers, rootkits and other 

malware

»» Supports most Microsoft 32-bits and 64-bits systems, including  

Microsoft Exchange

»» Supports most popular Linux 32-bits and 64-bits systems

»» Discovers new and unknown clients in your network

»» Policy based management – made easy

MIDLEVEL ENDPOINT MANAGER

TOPLEVEL ENDPOINT MANAGER


